
Fraudulent emails and social media messages—often containing malicious  
links or attachments—are common after major natural disasters.  

Exercise caution in handling emails with hurricane-related subject lines, attachments, or 
hyperlinks. In addition, be wary of social media pleas, texts, or door-to-door solicitations relating to 
severe weather events.  

Please educate yourself using the U.S. Government’s Cybersecurity & Infrastructure Security (CISA) 
webpage, with info & links to avoid falling victim to malicious cyber activity: 
https://www.cisa.gov/news-events/alerts/2024/09/25/cisa-warns-hurricane-related-scams 
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